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Overall description
CT1 thanks RAN2 for their LS C1-171293/R2-1702441 on access control for NR wherein RAN2 indicated some preliminary agreements with an aim towards a unified access barring check mechanism. RAN2 request CT1 to make an assessment of the concepts indicated in that LS amongst which RAN2 asked CT1 about mapping access attempts to an access category. CT1 has made some initial assessment and would like to provide the following initial feedback as well as answer the questions that RAN2 asked.
To the question from RAN2 

1. Whether it is possible for upper layer (application layer or Non-Access Stratum) to correctly identify each access attempt so that it can be mapped onto a corresponding access category
CT1's views is that in principle it is technically possible to map request for access attempt to a corresponding access category but :-
· the granularity of such mapping to accurately reflect the requestor or the requested service and thus perform effective access barring checks allowing or denying access, is FFS. 
By "granularity", CT1 means – for example – does one differentiate down to the requesting individual application or just use the related APN for mapping to access category.
· while such an access category can be provided when UE transition from IDLE mode or when UE is in connected mode, the duration for which the access remains allowed in connected mode for a certain access category is hard to determine if (or as) the traffic usage of the initiating application can vary. (E.g. for an MMTel voice call it is possible to determine the begin and the end of the individual call, and the expectation of the user is that the permission to access the network will be valid at least for the duration of the call. For an application like a web browser, sporadically used by the subscriber during the day to read some documents or watch small video clips on the internet, it is less clear how to limit the lifetime of the permission.) 
· for the "the application triggering the access" event, the mapping to an access category when the UE is in connected mode will not be possible without assistance from the OS (Operating System) of the UE. The reason for this is that when the UE is in connected mode, the NAS is not aware if one or more applications or services other than the original requestor (ie the application or service which triggered the transition from idle to connected mode), happen to make use of the connection, since user data goes from the application layer to PDCP without NAS involvement. Similarly, for the "the application triggering the access" event, the mapping to an access category when the UE is in idle mode requires assistance of the OS (Operating System) of the UE. This applies especially to the PDN connection to the Internet.
Additionally, CT1 would like to highlight that there are currently no SA1 requirements to perform access control in connected mode, and would therefore ask the following question to SA1:

Question 1: Is there a service requirement to support access control in connected mode for 5GS?
· In 5G it is likely that simultaneous and different types of access attempts will occur from (new) applications. Mapping of these scenarios will get more complicated.

To the question from RAN2 on 

2. Whether determination of access categories can have the same meaning regardless of different network operators, i.e., standardized values. However, definition of operator-specific access categories in addition to the standardized ones may be further discussed.

CT1 considers that SA1 is in a better position to answer whether access categories can be standardised. However, CT1 observed that, for the "the application triggering the access" event, a fixed or standardised mapping of access categories does reduce flexibility in that certain operators wishing to give certain applications a more advantageous weighting at access attempts might be limited in doing so.
In addition, CT1 would like to seek guidance from SA1 on the following:

Question 2: what device properties, device types or profiles, kinds of services, applications or call types etc. should be taken into account for access category mapping and will SA1 define corresponding stage 1 requirements?
To the question from RAN2 on 

3. The feasibility of applying this unified access barring mechanism in network slices scenario.
CT1 is in very early stages of their 5G work and it would be better to direct this question to SA2 and SA1.
While doing the assessment of the feasibility to map an access attempt to an access category, the following additional questions for RAN2 were raised:

Question 3: Will RAN2 still require NAS to provide RRC establishment cause or the Call Type or both. 

Question 4: If the answer to Question 3 is Yes, does RAN2 expect that there will be changes to the existing RRC establishment cause and call types defined for E-UTRA?

In general, CT1 supports simplifying the present access barring mechanisms which is rather piecemeal. A unified way for 5G is desirable. However, CT1 considers that any such "unification" will still mean that the final checking if access is barred remains in access stratum. 

CT1 would further like to add that the above answers are based on CT1's initial assessment. As work progresses if any of the above answers need updating, CT1 will inform RAN2.
2
Actions
To RAN2
ACTION1: CT1 kindly request RAN2 to take CT1's answers into account.

ACTION2: CT1 kindly request RAN2 to provide answers to Question 3 and Question 4 above.
To SA2

ACTION1: CT1 kindly request SA2 to answer RAN2's 3rd question on the feasibility of applying a unified access barring mechanism in network slices scenario.

To SA1

ACTION1: CT1 kindly request SA1 to answer RAN2's 2nd and 3rd questions, taking CT1's answers into account.

ACTION2: CT1 kindly seeks SA1 answers to the Question 1 and Question 2 above. 
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